Website Privacy Statement

Your privacy is important to us so this statement explains how we use data collected
through our websites.

This privacy statement covers the following websites:
Cardwave

Data Resus

SafeToGo

SmartDrive

Trusted Memory

When you use these websites, you are agreeing to this statement, and any additional
statements on individual pages within the sites.

We may change this information without notice, so you should revisit this page and any
other relevant pages from time to time.

Data Protection

As a registered Data Controller, we will process your personal data and information in
accordance with the Data Protection Act 1998 and other relevant legislation. For more
information about data protection see www.ico.org.uk.

Respecting your privacy

We respect your privacy. Information you provide, or that is gathered automatically, helps
us monitor our service and provide you with appropriate services as a visitor to our websites.
When someone visits our websites, we use a third party service, Google Analytics, to collect
standard internet log information and details of visitor behaviour patterns. We do this to
find out things such as the number of visitors to the various parts of the site. If we do want
to collect personally identifiable information through our websites, we will be up front
about this. We will make it clear when we collect personal information and will explain what
we intend to do with it.

We aim to have secure and reliable websites, and use appropriate security technology to
protect any sensitive personal data we process about you. But your use of the internet, and
this website, is entirely at your own risk. We have no responsibility or liability for the security
of personal information transmitted over the internet.

When accepting online transactions, our stores will switch over to its secure URL which uses
the "Secure Socket Layer" (SSL) protocol to encrypt data as it is being transmitted. This
‘encrypts’ all your personal information including your name and address, and credit or
debit card details if you make an online payment. This means your information is converted
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to bits of code that is unreadable to other people, websites or organisations. We translate
the code back into information for our use.

Please protect against unauthorised access to your passwords and to your computer or
mobile device. You should always log out of secure sites — especially when you use a shared
computer.

Use of cookies

Similar to other websites, our websites use a standard technology called “cookies” (see
explanation below, “What are cookies?”) and web server log files to collect information
about how our websites are used. Information gathered through cookies and web server
logs may include the date and time of visits, the pages viewed, time spent at our websites,
and the websites visited just before and just after our website.

What are cookies?

A cookie is a very small text document, which often includes an anonymous unique
identifier. When you visit a website, that site’s computer asks your computer for permission
to store this file in a part of your hard drive specifically designated for cookies. Each website
can send its own cookie to your browser if your browser’s preferences allow it, but (to
protect your privacy) your browser only permits a website to access the cookies it has
already sent to you, not the cookies sent to you by other sites. Browsers are usually set to
accept cookies. However, if you would prefer not to receive cookies, you may alter the
configuration of your browser to refuse cookies. If you choose to have your browser refuse
cookies, itis possible that some areas of our site will not function as effectively when viewed
by the users. A cookie cannot retrieve any other data from your hard drive or pass on
computer viruses.

E-newsletter

We send out e-newsletters through MailChimp. We gather statistics around email opening
and clicks using industry standard technologies. You can unsubscribe from these e-
newsletters or update your preferences at any time.

People who email us

Any email sent to us via website contact forms, social media or an email system, including
any attachments, may be monitored and used by us for reasons of security and for
monitoring compliance with office policy. Emails sent through the internet may not be
secure and they could be intercepted and read by someone else. Please consider this before
you send personal or sensitive information by email. Email monitoring or blocking software
may also be used. Please be aware that you have a responsibility to ensure that any email
you send to us is within the bounds of the law. We treat incoming emails and forms in the
same way as other communications we receive.
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People who use our services

We have to hold the details of the people who have requested the service in order to
provide it. However, we only use these details to provide the service the person has
requested and for other closely related purposes. For example, we might use information
about people who have ordered goods or services to carry out a survey to find out if they
are happy with the level of service they received.

Other organisations

We don’t make your personal details available to other companies for marketing purposes,
but we may share details with partner organisations that we use to help deliver services or
compile statistics from non-personal details. If requested we may share personal
information with law-enforcement or government authorities, for a criminal investigation.

Complaints or queries

Cardwave tries to meet the highest standards when collecting and using personal
information. For this reason, we take any complaints we receive about this very seriously.
We encourage people to bring it to our attention if they think that our collection or use of
information is unfair, misleading or inappropriate. We would also welcome any suggestions
for improving our procedures.

If you are not happy with how we have handled your data you can make a complaint to
the ICO here: https://ico.org.uk/concerns

Access to personal information

Cardwave tries to be as open as it can be in terms of giving people access to their personal
information. Individuals can find out if we hold any personal information by making a
‘subject access request’ under the Data Protection Act 1998. If we do hold information about
you we will:

e give you a description of it;
« tell you why we are holding it;
« tell you who it could be disclosed to; and

 let you have a copy of the information in an intelligible form.

To make a request to Cardwave for any personal information we may hold you need to put
the request in writing addressing it to our Company Secretary, or writing to the address
provided below.

If you agree, we will try to deal with your request informally, for example by providing you
with the specific information you need over the telephone.
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If we do hold information about you, you can ask us to correct any mistakes by, once again,
contacting Cardwave.

Disclosure of personal information

In many circumstances, we will not disclose personal data without consent. However, when
we investigate a complaint, for example, we will need to share personal information with
the organisation concerned and with other relevant bodies. Further information is available
in our Confidentiality and Data Protection Policy (CQM-16) about the factors we shall consider
when deciding whether information should be disclosed.

You can also get further information on:
e circumstances where we can pass on personal data without consent for example, to
prevent and detect crime and to produce anonymised statistics;

e ourinstructions to staff on how to collect, use and delete personal data; and

¢ how we check that the information we hold is accurate and up to date.

Links to other websites

This privacy notice does not cover the links within this site linking to other websites. We
encourage you to read the privacy statements on the other websites you visit.

How to contact us

This privacy notice was drafted with brevity and clarity in mind. It does not provide
exhaustive detail of all aspects of Cardwave’s collection and use of personal information.
However, we are happy to provide any additional information or explanation needed. Any
requests for this should be sent to the address below.

If you want to request information about our privacy statement you can email us or write
to:

Company Secretary
Cardwave Services Ltd

6¢ Hopton Industrial Estate
Devizes

Wiltshire

SN10 2EU
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